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At least 800 British and U.S. customers of the Uber ride-hailing service have reportedly been
billed for phantom rides in Moscow and St. Petersburg.

Uber admitted this week that the personal information of 57 million users and 600 drivers
worldwide was stolen last year. The tech company paid a $100,000 ransom to delete the data
and cover up the breach.

More than 800 customers in the U.S. and Britain have complained to Uber that they were
billed in rubles for rides in Russia’s two biggest cities, The Times reported on Thursday. 

Disgruntled British customers have shared screenshots on Twitter of billing information in
rubles for supposed trips in Moscow and St. Petersburg. Users also said their phone numbers
had been changed to Russian numbers.

https://www.uber.com/newsroom/2016-data-incident/
https://www.thetimes.co.uk/edition/news/russian-criminals-suspected-of-hacking-uber-users-accounts-gw7brn8m2
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@Uber @Uber_Support my uber got hacked! Pls remove my credit card from your
system asap. #uber pic.twitter.com/pRHZeHtmMQ

— Kalpesh Mehta (@kalpmehta) April 25, 2017

The Times said Russian cyber-criminals are suspected of being behind the breach.

Ironically, if the hackers behind the breach are Russian, Uber customers based within Russia
are unlikely to be affected by the global data breach, The Bell outlet writes. Cyber-criminals in
Russia face severe punishment if caught at home but they are rarely extradited abroad,  the
report said. 
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